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Abstract of the contribution:

This contribution proposes the update of solution on location service exposure.
1. Introduction
This contribution proposes the update of solution on location service exposure to clarify the interworking and roaming issue.
***** BEGIN 1st CHANGE *****
6.10
Solution 10: Solution for LDR type service exposure via NEF
6.10.1
Introduction
This solution is to address Key Issue 7 “Position service exposure” and Key issue 4 “Reduce overhead for repetitive non-successful privacy verification”. 
6.10.2
Functional Description
The supported location service exposure includes LIR and LDR type service. 
NEF receive location service request from applications and send the corresponding request to LMF. To support interworking scenario that 5G UE resides in 4G, NEF sends location request to the 4G GMLC to get UE location via the position mechanism specified for EPC when NEF inquiries UDM/HSS and knows the UE resides on 4G. To enable location privacy, UDM maintains privacy profile, and LMF performs privacy check according to privacy profile. If the requested LDR service is allowed, LMF stores the allowed location service information to UDM.

To allow the users to provide the expected privacy provisioning information, the UE may send the expected privacy provisioning information to LMF via N1 message. LMF stores the privacy provisioning information from the UE, and further it determine whether the location service request from applications is allowed based on the maintained privacy provisioning information.

6.10.2.1
Architecture

The non-roaming LCS architecture is indicated in the figure below:
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Figure 6.10.2-1 non-roaming LCS reference architecture
The roaming LCS architecture is indicated in the figure below


[image: image2.emf]NEF

AMF

UDM V-LMF

Le

Le

Nnef

Namf

NG-RAN UE

N2

LCS 

Client

GMLC

LRF

Ngmlc

Nlmf

Nudm

UPF

UCF

N3

N6

Nucf

H-LMF

NEF

Nnef

VPLMN HPLMN

GMLC

Ngmlc


Figure 6.10.2-x roaming LCS reference architecture
6.10.3
Procedures

6.10.3.1
LDR type service exposure procedure

The flow below indicates the procedure that application requests LDR type service：
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Figure 6.10.3.1-1: LDR type service exposure

1.
In case that e.g. one application needs new location service, the application sends Location Service Request message to the NEF including GPSI, the LCS type, and the LCS service information which includes the related parameters. One example is the application requests the periodic location reporting for one UE, i.e. the location reporting is 5 minutes. LCS Type indicates this is a Location Deferred Request.

2.
NEF determines the serving LMF via Nudm_UE CM_Get service operation. If the target UE does not register network and there is no serving LMF, NEF may discover and select one LMF via NF discovery to handle the location service request. To support interworking between 5GC and EPC, NEF as LCS client sends location service request to the 4G GMLC to get UE location via the position mechanism specified for EPC when NEF inquiries UDM/HSS and knows the UE is residing in 4G.
Legacy GMLC support SBI? (add the interaction between GMLC and NEF)
3.
NEF requests Nlmf_LCS_Create service operation from the serving LMF, and SUPI of the target UE, Application ID, LCS Type and related location service information are included in request message.

4.
The serving LMF performs privacy check based on privacy profile related to the target UE.

5.
The serving LMF respond to NEF whether the request is allowed.

6.
NEF notice the result to the application via Location Service Response.

7.
To store the corresponding location service information stored in UDM, the LMF requests Nudm_UDM_Create service operation from UDM including SUPI, Application ID, LCS type, the location service information.

8.
UDM stores the corresponding location service information including SUPI, Application ID, LCS type, and then it responds to LMF via Nudm_UDM_Create response message.

9.
LMF activate the requested location service. For UE roaming in 5GC, H-LMF in HPLMN sends the authorized location service request to V-LMF in VPLMN, and V-LMF activates the location service request for this UE. When reporting UE location related to location service request, V-LMF sends UE location information to H-LMF, and H-LMF further sends UE location report to NEF.
6.10.3.2
Application request to update LDR type service

The flow below indicates the procedure that application requests to update the location service：
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Figure 6.10.3.2-1: update LDR type service

1.
In case that e.g. one application needs to update the location service which was requested, the application sends Location Service Request message to the NEF including GPSI, the LCS type, and the updated LCS service information. One example is the application expects to update the periodic location reporting time for one UE. LCS Type indicates this is a Location Deferred Request.

2.
NEF determines the serving LMF via Nudm_UE CM_Get service operation.

3.
NEF requests Nlmf_LCS_Update service operation from the serving LMF, and SUPI of the target UE, Application ID, LCS Type and updated location service information are included in request message. LCS Type indicates this is a Location Deferred Request.

4.
The serving LMF performs privacy check based on privacy profile related to the target UE.

5.
The serving LMF responds to NEF whether the request is allowed.

6.
NEF notices the result to the application via Location Service Response.

7.
To update the corresponding location service information stored in UDM, the LMF requests Nudm_UDM_Update service operation from UDM including SUPI, Application ID, LCS type, the location service information.

8.
UDM determines and update the corresponding location service information according to SUPI, Application ID, LCS type, and then it responds to LMF via Nudm_UDM_Update response message.

9.
LMF activates the updated location service.

6.10.3.3
Application request to cancel LDR type service

The flow below indicates the procedure that application requests to cancel the location service：
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Figure 6.10.3.3-1: Cancel LDR type service exposure

1.
In case that e.g. one application needs to cancel the location service which was requested, the application sends Location Service Request message to the NEF including GPSI, the LCS type that request to cancel, and the indication on cancel service.

2.
NEF determines the serving LMF via Nudm_UE CM_Get service operation.

3.
NEF requests Nlmf_LCS_Delete service operation from the serving LMF, and SUPI of the target UE, Application ID and LCS Type are included in request message.

4.
The serving LMF authorizes the service request.

5.
The serving LMF responds to NEF whether the request is allowed.

6.
NEF notices the result to the application via Location Service Response.
7.
To delete the corresponding location service information stored in UDM, the LMF requests Nudm_UDM_Delete service operation from UDM including SUPI, Application ID, LCS type.

8.
UDM determines and delete the corresponding location service information according to SUPI, Application ID, LCS type, and then it responds to LMF via Nudm_UDM_Delete response message.

9.
LMF disable the location service that was cancelled.

6.10.3.4
UE provides the expected location privacy provisioning to the network

The flow below indicates the procedure that UE provides the expected location privacy provisioning to the network:
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Figure 6.10.3.4-1: UE provides Location privacy information to LMF

1.
In case that e.g. the LCS privacy configuration information of the UE is changed by the UE user, UE sends N1 LCS request message including the updated LCS privacy information to AMF. LCS privacy information may indicate whether the exposure of UE location to applications is allowed.

2.
AMF determine the serving LMF for the UE, and sends the N1 LCS request message to the serving LMF via Namf_Communicaiton_N1MessageNotify service operation.

3.
The serving LMF authorizes whether the LCS request from the UE is allowed according to UE LCS related subscription data and operator policy.

4.
The serving LMF send Namf_Communication_N1N2MessageTransfer request message including N1 LCS Response message to AMF to request AMF send N1 LCS Response to the UE, and LMF also store the LCS privacy information from the UE if the request is allowed.

5.
The AMF sends N1 LCS Response to UE.
6.10.4
Impacts on existing entities and interfaces
The solution impact the following network functions:

-
To enable location service exposure towards applications, NEF needs to support the related location exposure service and the corresponding service interface, and NEF also needs to interact with LMF to realize the location service required by the authorized applications. NEF sends location request to the 4G GMLC to get UE location via the position mechanism specified for EPC when NEF inquiries UDM/HSS and knows the UE resides on 4G.
-
UDM integrates the functionality for subscriber privacy profile, including: maintain subscriber privacy profile and provides the subscriber privacy profile to the allowed service consumer i.e. LMF. UDM also needs to store the context for the allowed LDR type service request.
-
LMF performs privacy check according to privacy profile.
6.10.5
Evaluation
Editor's Note: This clause provides an evaluation of the solution.

***** End of CHANGE *****
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